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ABSTRACT 

 

When building a network, security is certainly needed so that the network is not 

easily broken into and entered by irresponsible people. One example of an attack 

that threatens security on a network server is brute force. Brute force attacks are 

threats from attackers who try to login using the SSH and telnet protocols to find 

out the login password. The solution method used by the researcher is to use 

firewall filter rules on Mikrotik for network security. brute force attack system is 

hacker will try multiple username and password with computer help. Then, test 

various combinations of these names and passwords until they find the correct 

login information. The attack was carried out using the Kali Linux operating 

system. the use of firewall filter rules on the mikrotik routerboard is very effective 

in securing network systems from attacks, one of which is brute force attacks by 

logging in via SSH and telnet protocols which aim to get the login password. 

Firewall filter rules function to block IP suspected of wanting to carry out brute 

force attacks on router networks. 
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